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SUPPORTED DEVICES

Following table shows Grandstream devices supporting Captive Portal with Facebook Authentication

feature:

Table 1: Supported Devices

GWN7610 Yes 1.0.5.14 or higher
GWN7615 Yes 1.0.15.18 or higher
GWN7605 Yes 1.0.15.18 or higher
GWN7605LR Yes 1.0.15.18 or higher
GWN7600 Yes 1.0.3.19 or higher
GWN7600LR Yes 1.0.4.12 or higher
GWN7630 Yes 1.0.9.12 or higher
GWN7630LR Yes 1.0.15.18 or higher
GWN7000 Yes 1.0.4.23 or higher
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INTRODUCTION

Captive Portal feature on GWN76XX Access Points allows to define a Landing Page (Web page) that will
be displayed on Wi-Fi clients’ browsers when attempting to access Internet.
Once connected to GWN76XX AP, Wi-Fi clients will be forced to view and interact with that landing page

before Internet access is granted.

Captive portal can be used in different environments including airports, hotels, coffee shops, business
centers and others offering free Wi-Fi hotspots for Internet users.

This guide describes how to setup the captive portal feature on the GWN76XX series using Facebook
Authentication.

The following figure illustrates an example of the landing page feature using Facebook authentication.

)
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Figure 1: General Architecture
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CAPTIVE PORTAL SETTINGS

The Captive Portal feature can be configured from the GWN76XX web page, by navigating to “Captive

Portal” section.

This section contains four subsections: Guest, Policy List, Splash Page and Vouchers.

o Guest: This section lists the authenticated clients MAC addresses.

e Policy List : In this section, users can configure multiple portal policies which then can be
assigned to specifc SSIDs under the menu “SSIDs”. (For example having non-authentication
based portal for temporary guests and setting up an authentication based portal policy for the
internal staff).

o Splash Page: Under this tab, users could download and upload customized portal landing page

to display to the users when they try to connect over the Wi-Fi.

laie walhenticston Tvpe Ll Portal Bage Cusboiization

arandstraam Lagin for tres EH4O0E Jpartzidefzult. b =

Figure 2: Captive Portal GWN76XX web GUI menu
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Policy Configuration Page

The Policy configuration allows users to configure and customize different captive portal policies which

then can be selected on SSID configuration page, giving the admin the ability to set different captive portals

for each SSID, in this guide, we will be using Internal Splash Page for Facebook Authentication.

Mame

Splash Page

Authentication Type

Expiration §.

Facebook App Id

Facebook App Secret

Portal Page Customization

Landing Page

Enable Daily Limit O

Enable HTTPS .;}E:;. [+

WeChat O

grandstream

Internal v
Sodial Login Authentication v
85400 Second(s) ¥

Facebook | §. [

Enter your APP ID here

Enter your APP Secret here

Twitter ( §. O

Use Default Portal Page [+

/social_auth.html v

Redirect to the Original URL v

Auth Rule

Figure 3: GWN76XX Web GUI Policy Page Configuration

D
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The following table describes all the settings on this page:

Name

Splash Page

Authentication Type

Expiration

Facebook Authentication
Facebook App ID

Facebook App Secret

Use Default Portal Page

LB

Table 2: GWN76XX Policy Configuration Page

L L

Enter a name to identify the created policy (ex: Guest Portal).

Select Splash Page type, Internal or External.

Following types of authentication are available:

Login for free: when choosing this option, the landing page
feature will not provide any type of authentication, instead it
will prompt users to accept the license agreement to gain

access to internet.

RADIUS Server: Choosing this option will allow users to set a

RADIUS server to authenticate connecting clients.

Social Login Authentication: Choosing this option will allow
users to enable authentication Facebook or Twitter or

WeChat.

Vouchers: Choose this page when using authentication via

Vouchers.

Login with Password: Choose this page when using

authentication via a password.

Configures the period of validity, after the valid period, the client

will be re-authenticated again.

Check this box to enable Facebook Authentication.

Enter the app ID to use Facebook Login API.

Enter the app secret to use Facebook Login API.

When enabled, the default portal page will be used, otherwise

users can upload their custom page.

. Page |8
Captive Portal

Authentication via Facebook



Portal Page Customization

Landing Page

Redirect External Page URL

Enable Daily Limit

Enable HTTPS

D

Select the customized portal page (if “Use Default Portal Page” is

unchecked).
o /facebook.html
e /password_auth.html|
e /portal_default.html
e /portal_pass.html
e /portal_tip.html
e /social_auth.html
e /status.html
o /twitter.html
o /twitter_website.html|
e /vouchers_auth.html

e /wechat.html

Select page where authenticated clients will be redirected to.

e Redirect to the original URL: Sends the authenticated

client to the original requested URL.

e Redirect External Page: Enter URL that you want to

promote to connected clients (ex: company’s website).

Once the landing page is set to redirect to external page, user

should set the URL address for redirecting.

This field appears only when Landing Page is set to “Redirect to

an External Page”.

If enabled, captive portal will limit user connection by times of one

day.

Check this box to enable captive portal over HTTPS.

Captive Portal
Authentication via Facebook
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From this menu, users can set matching rules to allow certain types
Pre-Authentication Rules of traffic before authentication happens or simply allow the traffic
for non-authenticated end points.
This tool can be used to block certain type of traffic to authenticated
clients, anything else is allowed by default.
Post Authentication Rules

(Ex: Settings a rule that matches HTTP will ban all authenticated

clients to not access web server that are based on HTTP).

Landing Page Redirection

This feature can be configured using the option “Redirect External Page URL” under the policy settings,
and could be useful in the case the network admin wants to force all connected guest clients to be

redirected to a certain URL (ex: company’s website) for promotion and advertisement purposes.

Pre-Authentication Rules

Using this option, users can set rules to match traffic that will be allowed for connected Wi-Fi users before
authentication process. This can be needed for example to setup Facebook authentication where some
traffic should be allowed to Facebook server(s) to process the user’s authentication. Or simply to be used

to allow some type of traffic for unauthenticated users.

Post-Authentication Rules

On the other hand, post authentication rules are used to match traffic that will be banned for Wi-Fi clients
after authentication. As an example, if you want to disallow connected Wi-Fi clients to issue Telnet or SSH
traffic after authentication then you can set post authentication rules to match that traffic and once a
connected client passes the authentication process they will be banned from issuing telnet and SSH

connections.
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Guest Page

For Information Purposes Guest section lists MAC addresses of authenticated devices using captive
portal. As we can see on the below figure, four Wi-Fi clients have been authenticated and granted
internet access from the GWN7610 access points:

v' Client1 > 24:18:1D:A1:27:3A

v' Client 2 > 50:EA:D6:19:F9:AE

v' Client 3 > B4:BF:F6:40:DF:3B

v Client 3 > D8:C4:6A:9F:6E:5F

Guest
MAC Address IF Addrass Explre Tims Authentication Status
R4:AF:FR:A0:DF3R 1H92.16R.59.14% FIE-10-1F 11:44:20 Authenticated
FA: 181004027 3A 192.168.5.101 ZN1E-10-17 11:42:56G Authenticabed
S0:EA:D6: 18: F3:AC 192.166.5.158 018-10-12 11:47:15 Authenticated
ME:CA:GAZIFOF: 5F 197, 1GH.5. 137 20718-10-1F 11:445:0%9 authiprticated

Figure 4: GWN76XX Guest Web Page

Page |11

Captive Portal
A Authentication via Facebook




CONFIGURATION STEPS

In this section, we will provide all steps needed to use Captive Portal with Facebook authentication.

Create Facebook App

To use Facebook Login API, users need first to create an APP under developers’ platform and set some
OAuth settings to allow login authentication between GWN Access Points and Facebook servers.
We summarize in the following section the required steps:

1. Go to Facebook developers’ platform: https://developers.facebook.com/apps

2. Login using your account and enter your phone number to receive verification code.

FACEBOUK for Developer: s [0S Sapp CTENTa o n

-

[
Mo Apps Created

Y v vl PR O AENE TR

Camate Rpa

Figure 5: Create new APP

- Click “Create APP” and choose the first option.

Create an App ID X

How are you using your app? Learm More

Manage Business Integrations
s Create or manage Pages, Groups, Events, Ads, Messenger, Instagram or
other types of business integrations.

Integrate a Third-Party Gaming App

@ Create an app to let people play mobile games that are off the Facebook
platform. Note: Select For Everything Else option to build Instant Games or
Canvas Gamaes.

For Everything Else

ﬁ Select if you're integrating Facebook Login, building an Instant Game or app
that will access user data on Facebook or Instagram.

Figure 6: App options
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https://developers.facebook.com/apps

3. Create an App ID:
This step prompts you to choose a display name for your application. Choose a name that will
represent your Wi-Fi portal. Users will see this when authenticating. For this example, we’ll use
the name "GWN_Captive_Portal" and keep the default email, which is the email linked to your

Facebook account. For who can use this App, we’ll use “Other business”.

Create an App ID X
App Display Name
This is the app name associated with your app ID.

GWN_Captive_Portal

App Contact Email
This email address is used to contact you about potential policy violations, app restrictions or steps to recover the
app if it's been deleted or compromised

ysoukrati@grandstream.com

Who can use your app?

Just me, people in my business or developers who have role on my app
Select if your app will manage just your own business or personal data

@ Other business
Select if your app needs to access custormer data, or will manage assets on behalf of a business

Do you have a Business Manager account? - Optional
o & verified Bu s Manager account to access different levels of data. If you

one later in the proc

Your app may need to be conne:

do not have a Busine:

l No Business Manager Account selected L 4 ]

Cancel By proceeding, you agree to the Facebook Platform Policies Create App ID

Figure 7: Create an App ID

- Then, Submit the security check

Please complete the security check.

I'm not a robot

reCAPTCHA

Privacy - Terms

E\-‘\'c‘.y aim | seeing th |~5'i

If youi think this doesrt go against cur Community Standards let v know.

s [

Figure 8: Security check
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4. Add “Facebook login” product to your App:

- Facebook for Developers will display all the available products

- Click to set up “Facebook login” feature, as shown below:

FACEBOOQK lur Developers

support weyrpps [N

B swa_captve_Portal

# Dashboard
L5 Settivgs
M) Rodes

& Mens

& sop Review

PRODUCTS (4

App ID: 30367 24223780831 &  Indevelopmen:

Facabook Login

P o Sei Llp R Do

Integratn yur app weth i inslagram A8 tn ke
o workd's numbes pee socml inon product husmezses use your anp wih e Instagram

App Type: Buziness Integration

©

Instagram

BIounin

Sei Lp

Figure 9: Add “Facebook login” product to your App

5. Locate the left barre and click on Facebook Login > Settings:

FACEBOOK for Developers

ﬂ GWN_Captive_Portal w App

ﬁ Dashboard

# Settings »
ﬁ] Roles »
‘ Alerts >
9 App Review 3

PRODUCTS ()
(~) Facebook Login -
Settings

Quickstart

1= Activity Log

Figure 10: Facebook Login - Settings

6. Add Controller Redirect URI and Port:

Under Facebook Login settings, include the following URL under "Valid OAuth redirect URIs".

https://cwp.gwnportal.cloud:8443/GsUserAuth.cgi?GsUserAuthMethod=3

D

Captive Portal
Authentication via Facebook
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https://cwp.gwnportal.cloud:8443/GsUserAuth.cgi?GsUserAuthMethod=3

- Enable option “Login from Devices”

Use the toggle options as shown in the below image:

M Dashboend
£ senings
W Astee
Fn

& g Newin

TRODOWCTS 4

= Acthény Leg

Chent Diwth Setlings

Crlerr C&uh Logn

W Cauth Logn Enforce HTTPS
" - e A i
b
Trvees W Q) T e eirlieatin Conbrafited Getrmnar Gl Lag
™ n = e

To O CHOTQ (o pde v 10k - i Y —
Uze Site: Miode for Redinect LR

‘alid Oty Redrocl LR
e s Cugwns iy Ciols B S G nerainh o A s ekt iierho 23

Lagir from Destcaz

Figure 11: Facebook Login Settings - Valid OAuth redirect URIs

7. App ID and App Secret:

- Navigate to Settings = Basic: App ID and App Secret will be automatically assigned to your

app. Choose a Display Name and Namespace for your app - these can be anything, but users will

see them when authenticating. For Category, we’ll use Business and pages. Category isn’t

critical here, so feel free to use a different category if it better represents your business.

Bl sem capiem Bore

% Tatiavs ds hard

£ Farandven
Fibrie
izt

By mrire

& R

-

FACEBQOK for Developers Dhsanrmedufion Chlifu Al Whed spelalions Sscaprcrar e 1 desrasnlalinn akw oo n
B app | A0RATIAIINTRORAT o b0 deanpesmant Ty o app ¢ it ration protessnncele A Yoir Anapiies &
Aoy e S
I FEAR AR sasaaEn S
Tisjdap Manms Harmsjhe
¥ _Captive_Pora gn_fE_lagn
Agp Demains Comact Emal &

B contla

FODCHTS (4

Faebond Lagin

1= dsomal See amiviias

s Ryl <

Provauy Pufivy UL Tetieg o G UL
hHpiwwin grandsirearm oo It e grandsiream. come
App e (129 T L2 Catogery

Razkiacs and Fanas =

Find out more information: sbcul app ceiegones hors

Figure 12: Facebook Developers Parameters - General

- Under both “Privacy Policy URL” and “Terms of Service URL”, enter the

http://www.grandstream.com/ as shown on the figure above.

domain

Captive Portal
Authentication via Facebook
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- Take note of the APP ID and App Secret (press Show to display it) since these two credentials will
be used on the GWN configuration as shown on the following sections.
- Press “Save Changes”.

8. Publish App:

Finally, publish the app to live, by clicking the switch at the top of the “Facebook for developers”

page to change status from “In development” to “live”.

FACEBOOK for Developers

GWN_Captive_Portal w App ID: 3036724229730831 ® | Indevelopment App Type: Business Integration

Figure 13: Make Facebook App Public

- Confirm to Switch Mode

Switch to Live Mode?

Your app won't be able to access unapproved permissions or
features that require App Review. Learn more

Figure 14: Switch Mode to LIVE

- Your Facebook Login App is now Live

FACEBOOK for Developers

GWN_Captive_Portal w App ID: 3036724229780831 ® Live App Type: Business Integration

Figure 15:Facebook Login App - Live
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Configure Captive Portal Policy with Facebook Authentication

Using GWN Master GUI (Standalone mode)

1. Captive Portal
This includes both cases: If the master is the GWN7000 router or a GWN76XX Access Point. First, users

need to take note of the APP ID and Secret ID from Facebook app =» basic settings, to use them when

configuring captive portal policy. Then, navigate on the GWNXXXX master web GUI under Captive Portal

menu =» Policy List and add new policy with Facebook authentication and configure the following required

options.

¢ Authentication Type: Social Login Authentication

¢ Enable Facebook Authentication.

e Enter the Facebook App ID and Secret.

e Portal Page Customization: /social_auth.html

e Enable HTTPS

D

Mamiz

Splash Page

authentication Type

Explration (3

Facebhoal

Faoabaok App id

Facebook Aop Secret

Twilles

Lie Delaull Portal Poge

trtal Page Cusloanization

Landing Page

Enahle Dady Limit

Enahle HTTES %

Qranasream

Intarnal

Social Login Authentication

Anqa0 Secand{s) ¥

Enter your APP ID here

Enter your APP Secret here

feoclal_authk.html

Fediract £ tha Origina] URL

L

Figure 16: GWN Master - Captive Portal Policy Sample Configuration

Captive Portal

Authentication via Facebook
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e Pre-Authentication Rules: When using Facebook authentication for captive portal policy,
The GWN76XX Access point will automatically setup the needed domains under pre-
authentication rules to allow communication with Facebook server during the authentication

process and before deciding to allow or deny the Wi-Fi client the access to Internet.

Following figure shows the list of the included domains:

Edit X

Pre Authentication (7

Hostname ¥ facebook.com All ¥
Hostname v facebook.net All v
Hostname v akamaihd.net All v
Hostname ¥ akamai.net All ¥
Hostname " fbcdn.net All A
Choose Destin ¥ Choose Servic ¥ Q

Add new itam @

Post Authentication (7)

Choose Destin ¥ Choose Servic ¥ &

Add new item @

Figure 17: GWN Master — Pre Authentication Rules for Facebook Authentication

We will check on the next steps how to assign the configured policy to SSIDs.
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2. Assign Captive Portal Policy to SSIDs:

Once the captive portal policy has been configured with correct settings for Facebook Authentication, users

can assign the created policy to a SSID under Wi-Fi settings tab.

Navigate to SSIDs menu and under Wi-Fi settings click on “Enable Portal Policy”, then select the

configured policy from the drop-down policy as shown on the following figure.

Device Memhership

Erable 5510 -
SS10 (Y GWNARADDE
SSI0 Band (2 Dual-Band
SEID Hildlen
WLAN
wirdass Ciienl Limit {5
Erabis Captive Portal

Caplive Poalal Poficy arandsbieam

Ernable Scheduds

Security Mods

Chent Bridge Suppart .'._-

Clienk Tieme: Paticy Mo

Figure 18: GWN Master - Enable Captive Portal on Wi-Fi Settings

After this is done, save and apply the settings then the AP will broadcast the new Wi-Fi settings for the
users. Once a client tries to connect to the Internet via Wi-Fi, they will be request to login using their

Facebook account.
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Using GWN Management Platform

This includes both Grandstream management platforms: GWN.Cloud and GWN Manager.

First, users must configure the basic settings for the Facebook app and make sur to take notes of the APP
ID and Secret ID to use them when configuring the splash page before moving on the captive portal policy
settings.

1. Splash Page:
e Enable Facebook Login.

e Enter the Facebook App ID and Secret.

E‘} Faceboos "

oo
[
;

4]

i= Capive Pormm| IS

GRANDSTREAM

GEMMNEETI NG THE wWOWLSD

Waloome l;_::l

]

4]

f Login wiith Facebook

Figure 19: GWN Platform - Splash Page Configuration

2. Captive Portal Policy

Name the Policy and decide the Client expiration time

Set Splash Page to Internal

e Select your splash page (including the Facebook Login)
e Choose the landing page: Redirect to the original URL
e Enable HTTPS

o Default Pre-Authentication Rules

Captive Portal
A Authentication via Facebook
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Edfit Portsl Palicy

Palicy
= e
= a 4 o =
Mod
h P LTI O Chl Fage
L=reding Page Aoplnccr rothee of ginal AL
=L =
Frt Alliperinstaon Ruiris] Hosnarms Sl £ DaDaDre, CO T
Hostname SOC DO, M
Hastnams akamaifs
phisidshlie s nCan.ner i #
HosEnam Hmakne
Al
I Rl per Do

Figure 20: GWN Platform - Captive Portal Policy Sample Configuration

3. Assign the Captive Portal Policy to SSIDs

Once the captive portal policy has been configured with correct settings for Facebook Authentication, users

can assign the created policy to a SSID under Wi-Fi settings tab.

Navigate to SSIDs menu and under Wi-Fi settings click on “Enable Portal Policy”, then select the

configured policy from the drop-down policy as shown on the following figure:

Captive Portal
A Authentication via Facebook
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Edit S5ID

Settings Device Membership

551D WiFi_FE_Login
Enabled
551D Band Dual-Band
Access Security
Security Mode WEaZ
PA Key Mode PSK
PA Enc on Type LES
VP& Pre-Shared Key €3 | seesssscens
Enanle Captive Porta
Captive Portal Po G5_Policy
AC Filte Dizaoled

Cance

Figure 21: GWN Platform - Enable Captive Portal on Wi-Fi Settings

After this is done, save and apply the settings then the AP will broadcast the new Wi-Fi settings for the

users.

Captive Portal
Authentication via Facebook
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Wi-Fi Client

Once a client tries to connect to the Internet via our previously configured Wi-Fi SSID, they will be request

to login using their Facebook account. (In this example we will be using Win10 Laptop as a Wi-Fi client):

1. Select the related SSID and enter the correct password

Burplane ol ekl

Figure 22: Connect to the SSID
2. The following page will popup asking for Facebook Login before allowing access to the network:

- Accept the Terms of use The, click on Login with Facebook

3 gutemenars Erery w4 - = =
£ & hopsdowpgwnportshcloud 3443, paral AR c267caTath 1 aetdi 4c6aTRS 20 mTGeRequestUn=hipwwnmaliconnes.. & 1= @ &
GRANDSTREAM
SENNEETINE THE WOALD
Walcpme
Login with Facsbook
B scoeps Terms O Use
Figure 23: Login with Facebook
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3. You will be redirected to Facebook login page to enter your account credentials as shown on the

following figure:

B loon=Fasbock (Fasbock o | - o

— f;l & hrrpsSswwwcfacebookcom dogm. phpTs kipa i1 Seape_kpy=30367 24270TE0ES 1 S0 _directed i =08 op_id=303F = = W ﬂ

faceboolc (s

Log m to Facebook

Log in

Forpaen archund™ -~ Sxgm up for Facsthsod

0 T

Figure 24: Facebook Login page

4. If authentication credentials are correct, a prompt will announce Authentication succeed then the

user will be forwarded according to the Landing Page configuration on the captive portal policy:

(B subwmerriares Erry w. | 4

— C_:I B hrgsYowpagwnpornadcleud 8443 Gelisartuth g GalkserAuthberho o= 35ced e R 0A OGP IS TEEM D SaehafLx R g = = | ﬂ

Authentication succeed.

Figure 25: Authentication succeed
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Facebook analytics

Users could benefit from Facebook analytics feature in order to get dashboard data and reports along with

the ability to download reports in CSV files while customizing the date range.

To use Facebook analytics, go to the link: https://www.facebook.com/analytics

Same as FACEBOOK for Developers GUI & Tools =& Analytics

FACEBOOK for Developers

Developer Tools

Graph AP Explorer Sharing Debugger Accoos Token Debugger

Dibwr Developer Tools Busines Tools

Acoaes Tokan Tacl

3 AOE Mg

15 50K Canacks I Monetzation Mereger

Ext Summness Mprapger

52| Upgrade Tool

Figure 26: Facebook Tools

Then you can gather, customize and download reports using Facebook developers’ platform. Refer to the

figure bellow:

Ei = Auslyecs TR .
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Figure 27: Facebook Analytics
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https://www.facebook.com/analytics

